|  |  |
| --- | --- |
| 1a | • An attack that attempts to decode passwords/encryption keys/encrypted data  • All possible/numerous combinations are attempted  • A trial and error method  • Resource/time consuming method |
| 1b | • At least eight characters  • Include upper case  • Include lower case  • Include special characters  • Include numbers  • Does not include a name, company name or user name  • Does not contain a complete word  • Relates to an acronym |
| 2a | * An attack that attempts to flood servers * With useless requests * To make them unresponsive/render them useless. |
| 2b | • Networks should be monitored  • Penetration testing should be undertaken/vulnerabilities should be found  • Vulnerabilities should be fixed/remedied  • A response plan should be produced |